
 

Episode 242: Security Measures For Top Tech Executives
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In this week’s podcast, Jonathan and Eric discuss security measures for top executives.

They look at the money being spent to secure top executive's devices and how such people are being targeted by
hackers to compromise the organisations they work for.

If personal devices are secured both within and outside the organisation, the potential for harm is reduced. They
note that executives are particularly vulnerable when they travel or during their leisure time.

They conclude that the security of executives is aligned with the security of the organisation and that while most
companies don't have the budgets of a Facebook or Amazon to spend on security for their top executives,
reasonably prudent companies are devoting some time and expenditure to keep information safe relating to their
executives.

 TechLaw10 is a 10-minute audio podcast update from U.S. lawyer Eric Sinrod (Duane Morris) and UK lawyer
Jonathan Armstrong (Cordery) where they share insights on developments where technology intersects with the
law in the EU and the U.S. These well-known commentators are sought out in the media for their opinions on
breaking news and developing trends. Whether you are in North America or Europe, now you can hear directly
from them regarding the latest technology issues at home and across the pond.
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